|  |  |
| --- | --- |
| **EB 8** | Einsatzbearbeitung Anforderung eines Einsatzberichtes |
| an ILS weiterleiten, support@leitstelle-bayreuth.de, Fax 0921 / 79321-142  |

|  |  |  |  |
| --- | --- | --- | --- |
| Datum des Einsatzes: |       | Uhrzeit des Einsatzes: |       |
| Ort des Einsatzes: |       | Einsatzführung RD [ ]  FW [ ]  |
| Einsatzgrund: |       |
| Name: |       |
| Stellung / Dienstbezeichnung: |       |
| Rufnummer bei Rückfragen: |       |
| Faxnummer:  |       |
| Grund der Anforderung: |       |
| Datum: |       |
| Unterschrift: | Mit seiner Unterschrift bestätigt der Empfänger die rechtlichen Hinweise zur Kenntnis genommen zu haben.  |

|  |  |  |
| --- | --- | --- |
| Bearbeiter ILS | Gefaxt am | Gefaxt um |
| ELDIS-Einsatznummer |  |  |

Personenbezogene Daten sind vor der Herausgabe zu Schwärzen!

Rechtliche Hinweise für den Empfänger:

**Bayerisches Rettungsdienstgesetz (BayRDG) Art. 46 Dokumentation**

(1) 1Das im Rettungsdienst mitwirkende ärztliche und nichtärztliche Personal ist verpflichtet, Einsätze und die dabei getroffenen aufgabenbezogenen Feststellungen und Maßnahmen zu dokumentieren. 2 Art. 18 Abs. 1 Nr. 3 des Heilberufe-Kammergesetzes bleibt unberührt. 3Die für die Weiterbehandlung erforderlichen Daten sind der Einrichtung zu übergeben, die den Notfallpatienten aufnimmt.

(2) 1Die Unternehmer, die Durchführenden des Rettungsdienstes, die Kassenärztliche Vereinigung Bayerns und die mit der Sicherstellung der Mitwirkung von Verlegungsärzten Beauftragten haben die Einhaltung der Dokumentationsverpflichtung nach Abs. 1 gegenüber den in ihrem Einwirkungsbereich tätigen Personen durchzusetzen, die Dokumentation fortdauernd auszuwerten und zusammen mit den Ergebnissen der Auswertung als Grundlage des Qualitätsmanagements nach Art. 45 zu verwenden. 2Die in Abs. 1 genannten Personen sind verpflichtet, ihnen ihre Dokumentation zur Verfügung zu stellen.

(3) Die Dokumentation hat nach einheitlichen Grundsätzen zu erfolgen, um eine bayernweit einheitliche Auswertung für Zwecke der Bedarfsfeststellung, für die Nutzung zum Qualitätsmanagement, für die Weiterentwicklung des Rettungsdienstes und zur notfallmedizinischen Forschung zu ermöglichen.

(4) Der Zweckverband für Rettungsdienst und Feuerwehralarmierung und die Rettungsdienstbehörden können verlangen, dass ihnen oder von ihnen beauftragten Dritten die Einsatzdokumentationen und die Ergebnisse der Auswertung zur Verfügung gestellt werden, soweit dies für ihre Aufgabenerledigung erforderlich ist.

(5) Die Abs. 1 bis 4 gelten nicht für Patientenrückholung.

**Bayerisches Rettungsdienstgesetz (BayRDG) Art. 47 Datenschutz**

(1) 1Personenbezogene Daten dürfen durch die in Art. 46 Abs. 1 und 2 genannten Personen und Stellen verarbeitet werden, wenn dies zur Erfüllung rettungsdienstlicher Aufgaben, insbesondere

1. für die Erbringung von rettungsdienstlichen Leistungen und die weitere medizinische Versorgung des Patienten,
2. zur Abwicklung des Einsatzes, insbesondere der Abrechnung der erbrachten Leistungen,
3. zum Nachweis ordnungsgemäßer Ausführung des Einsatzes und zur Klärung von Ansprüchen, die gegen den Freistaat Bayern, den Zweckverband für Rettungsdienst und Feuerwehralarmierung, die Kassenärztliche Vereinigung Bayerns, gegen den Unternehmer oder eine im Rettungsdienst mitwirkende Person gerichtet sind, oder zur Verteidigung im Fall einer Verfolgung wegen Straftaten oder Ordnungswidrigkeiten,
4. zu den in Art. 45 genannten Zwecken,
5. zur Ausbildung, Fortbildung und Weiterbildung des im Rettungsdienst eingesetzten Personals,
6. zur Bestimmung des Bedarfs an Rettungsmitteln

oder für Zwecke der wissenschaftlichen notfallmedizinischen Forschung erforderlich ist oder die betroffene Person eingewilligt hat. 2Für die Erfüllung der in Satz 1 Nrn. 4 bis 6 genannten Aufgaben sowie für Zwecke der wissenschaftlichen notfallmedizinischen Forschung dürfen die nach Satz 1 gespeicherten personenbezogenen Daten nur in anonymisierter oder pseudonymisierter Form übermittelt und genutzt werden.

(2) 1Die Übermittlung von personenbezogenen Daten an andere als die in Art. 46 Abs. 1 und 2 genannten Personen und Stellen ist zulässig, wenn die Kenntnis dieser Daten zur Erfüllung ihrer Aufgaben erforderlich ist, die Aufgaben nicht auch mit anonymisierten oder pseudonymisierten Daten erfüllt werden könnten und das Interesse an der Übermittlung der Daten das Interesse des Betroffenen an dem Ausschluss der Übermittlung erheblich überwiegt. 2Abs. 1 Satz 2 gilt entsprechend.

(3) 1Die Übermittlung von Patientendaten der Krankenhäuser an vorbehandelnde Notärzte und Verlegungsärzte ist zulässig, wenn diese Daten im Einzelfall zur Evaluation des Erfolgs ihrer Vorbehandlung erforderlich sind; Art. 27 Abs. 5 des Bayerischen Krankenhausgesetzes bleibt im Übrigen unberührt. 2Für die Datenübermittlung an die Ärztlichen Leiter Rettungsdienst gilt Art. 12 Abs. 5. 3Die genannten Personen dürfen übermittelte Daten nicht an Dritte weiter übermitteln. 4Die Daten einschließlich aller Kopien sind nach Zweckerreichung zu löschen. 5Die Übermittlung von Einzelangaben, mit deren Hilfe der Personenbezug hergestellt werden kann, ist unzulässig, soweit die verfolgten Zwecke auch durch die Nutzung und Übermittlung anonymisierter oder pseudonymisierter Daten erreicht werden können. 6Anonymisierte oder pseudonymisierte Daten können auch Forschungseinrichtungen übermittelt werden, wenn diese die Daten zur Durchführung wissenschaftlicher notfallmedizinischer Forschung nutzen.

(4) Der Unternehmer und die im Rettungsdienst mitwirkenden Personen sind berechtigt, Angehörigen und anderen Bezugspersonen des Betroffenen dessen Aufenthaltsort mitzuteilen, sofern nicht im Einzelfall schutzwürdige Interessen des Betroffenen dem entgegenstehen oder der Betroffene ausdrücklich einer Auskunftserteilung widersprochen hat.

**Bundesdatenschutzgesetz (BDSG) §53 Datengeheimnis**

Mit Datenverarbeitung befasste Personen dürfen personenbezogene Daten nicht unbefugt verarbeiten (Datengeheimnis). Sie sind bei der Aufnahme ihrer Tätigkeit auf das Datengeheimnis zu verpflichten. Das Datengeheimnis besteht auch nach der Beendigung ihrer Tätigkeit fort.

**Des Weiteren gilt:**
In erster Linie erfolgt die Verarbeitung personenbezogener Daten zur medizinischen Weiterbehandlung und als Nachweis des Einsatzes. Ferner für die Leistungsabrechnung und die Einsatzdokumentation.

Die Rechtsgrundlage hierfür ist die Erfüllung einer rechtlichen Verpflichtung, der der Rettungsdienst unterliegt, die lebenswichtigen Interessen der betroffenen Person oder einer anderen natürlichen Person zu schützen und die Wahrnehmung einer Aufgabe, die im öffentlichen Interesse liegt gemäß Art. 6 Abs. 1 lit. c bis e DS-GVO i. V. m. Art. 46 Abs. 1, Art. 47 Abs. 1 BayRDG und § 11 AVBayRDG.

Nach Art. 4 Abs.1 BayDSG ist die Verarbeitung personenbezogener Daten durch eine öffentliche Stelle zulässig, wenn sie zur Erfüllung einer ihr obliegenden Aufgabe erforderlich ist.

Die einschlägigen gesetzlichen Vorschriften verlangen, dass personenbezogene Daten so verarbeitet werden, dass die Rechte der durch die Verarbeitung betroffenen Personen auf Vertraulichkeit und Integrität ihrer Daten gewährleistet werden. Daher ist es Ihnen auch nur gestattet, personenbezogene Daten in dem Umfang und in der Weise zu verarbeiten, wie es zur Erfüllung der Ihnen übertragenen Aufgaben erforderlich ist. Nach diesen Vorschriften ist es untersagt, personenbezogene Daten unbefugt oder unrechtmäßig zu verarbeiten oder absichtlich oder unabsichtlich die Sicherheit der Verarbeitung in einer Weise zu verletzen, die zur Vernichtung, zum Verlust, zur Veränderung, zur unbefugter Offenlegung oder unbefugtem Zugang führt.

Verstöße gegen die Datenschutzvorschriften können ggf. mit Geldbuße, Geldstrafe oder Freiheitsstrafe geahndet werden. Entsteht der betroffenen Person durch die unzulässige Verarbeitung ihrer personenbezogenen Daten ein materieller oder immaterieller Schaden, kann ein Schadenersatzanspruch entstehen.

Ein Verstoß gegen die Vertraulichkeits- und Datenschutzvorschriften stellt einen Verstoß gegen arbeitsvertragliche Pflichten dar, der entsprechend geahndet werden kann.

Art. 4 Nr. 1 DS-GVO:

„**Personenbezogene Daten**“ [sind] alle Informationen, die sich auf eine identifizierte oder identifizierbare natürliche Person (im Folgenden „betroffene Person“) beziehen; als identifizierbar wird eine natürliche Person angesehen, die direkt oder indirekt, insbesondere mittels Zuordnung zu einer Kennung wie einem Namen, zu einer Kennnummer, zu Standortdaten, zu einer Online-Kennung oder zu einem oder mehreren besonderen Merkmalen identifiziert werden kann, die Ausdruck der physischen, physiologischen, genetischen, psychischen, wirtschaftlichen, kulturellen oder sozialen Identität dieser natürlichen Person sind.

Art. 4 Nr. 2 DS-GVO:

**„Verarbeitung“** [meint] jeden mit oder ohne Hilfe automatisierter Verfahren ausgeführten Vorgang oder jede solche Vorgangsreihe im Zusammenhang mit personenbezogenen Daten wie das Erheben, das Erfassen, die Organisation, das Ordnen, die Speicherung, die Anpassung oder Veränderung, das Auslesen, das Abfragen, die Verwendung, die Offenlegung durch Übermittlung, Verbreitung oder eine andere Form der Bereitstellung, den Abgleich oder die Verknüpfung, die Einschränkung, das Löschen oder die Vernichtung.

Art. 5 Abs. 1 lit. f DS-GVO:

Personenbezogene Daten müssen […] in einer Weise verarbeitet werden, die eine angemessene **Sicherheit** der personenbezogenen Daten gewährleistet, einschließlich Schutz **vor unbefugter oder unrechtmäßiger Verarbeitung** und vor unbeabsichtigtem **Verlust**, unbeabsichtigter **Zerstörung** oder unbeabsichtigter **Schädigung** durch geeignete technische und organisatorische Maßnahmen („Integrität und Vertraulichkeit“).

Art. 29 DS-GVO:

Der Auftragsverarbeiter und jede dem Verantwortlichen oder dem Auftragsverarbeiter unterstellte Person, die Zugang zu personenbezogenen Daten hat, dürfen diese Daten ausschließlich auf Weisung des Verantwortlichen verarbeiten, es sei denn, dass sie nach dem Unionsrecht oder dem Recht der Mitgliedstaaten zur Verarbeitung verpflichtet sind.

Art. 32 Abs. 2 DS-GVO:

Bei der Beurteilung des angemessenen Schutzniveaus sind insbesondere die Risiken zu berücksichtigen, die mit der Verarbeitung – insbesondere durch **Vernichtung**, **Verlust** oder **Veränderung**, ob unbeabsichtigt oder unrechtmäßig, oder unbefugte **Offenlegung** von beziehungsweise unbefugten **Zugang** zu personenbezogenen Daten, die übermittelt, gespeichert oder auf andere Weise verarbeitet wurden – verbunden sind.

Art. 33 Abs. 1 Satz 1 DS-GVO:

Im Falle einer Verletzung des Schutzes personenbezogener Daten meldet der Verantwortliche unverzüglich und möglichst binnen 72 Stunden, nachdem ihm die **Verletzung** bekannt wurde, diese der […] zuständigen Aufsichtsbehörde, es sei denn, dass die Verletzung des Schutzes personenbezogener Daten voraussichtlich nicht zu einem Risiko für die Rechte und Freiheiten natürlicher Personen führt.

**Name und Kontaktdaten des Verantwortlichen**

Verantwortlicher gem. Art. 4 Abs. 7 EU-Datenschutz-Grundverordnung (DS-GVO) ist

**Bayerisches Rotes Kreuz – Kreisverband Bayreuth**
Hindenburgstraße 10
95445 Bayreuth
**0921/403 – 0**
info@brk-bayreuth.de

Der Kreisverband wird durch seinen Kreisgeschäftsführer vertreten.

Unseren Datenschutzbeauftragten erreichen Sie unter o.g. Adresse oder unter datenschutzbeauftragter@brk-bayreuth.de